
 

 
  

Privacy Notice 
 
This privacy notice will inform you pursuant to Article 13 and 14 of European Regulation no. 2016/679 (hereinafter referred to as the 
"Regulation") concerning the protection the personal data of yours (hereinafter “Personal Data”), how we collect, use, and protect 
your personal data and tell you about your rights and how the law protects you. 
 

The company Nexi Central Europe a.s., registered office at Röntgenova 1, PO Box 79, Bratislava, (hereinafter, "Company", "we" and 
"our"), as the data controller, undertakes to protect the privacy and security of your data is of the utmost importance.  
We have implemented policies and procedures to ensure that we take all appropriate steps to protect your data in what we do. 
 
Category of data we collect about you 
If you as an external party visit our offices we may process information such as: 

• Identification information (e.g. name, surname,number of ID);   
• Reason for visiting us (e.g. business purposes, job interview, representation etc.); 
• Recordings from CCTV on our physical premises. 

 

We have CCTV at our physical premises to ensure a high level of safety and security. This may result in situations where you can be 
recorded on CCTV. The recording cams are set up in accordance with applicable national legislation and signs are set up to inform 
about TV monitoring when required. 

 
How is your personal data collected? 
Directly from data subject when collecting the identification data and reason for entering our premises.  
By moving in monitored area, automatically recorded via video surveillance monitoring system, without possibility to decide if data 
will be provided for such processing or not. 

Purpose and legal basis of the processing  
 
Purpose Legal basis 

• Evidence and control of entrances to controller’s premises  
• Ensuring the security of company premises, assets and client information 

held by Company 
• Protecting our intellectual property, confidential information, detecting 

or preventing any presence of non authorised persons 
• Ensuring health and safety of employees, on-site contractors or 

contingent workers and visitors 

• Law  

• Legitimate Interest based on Article 

6 letter f), 

 

Whom we share your personal data with 

Data acquired through video surveillance may be disclosed to public entities entitled to request the data, such as judicial and/or 

public security authorities. The legal basis for such processing is a legal obligation pursuant to Article 6(1)(c) of the GDPR. 
The data may be processed, on behalf of the Data Controller, by parties appointed as data processors pursuant to Article 28 of the 
GDPR, including, but not limited to, companies that provide security services or manage reception. 
 
How long we use your personal data 
The identification data acquired during registration are retained for a maximum of 1 year after the visit. 
 



 

 
  

Camera records of public premises for purpose of ensuring the security of company premises, assets and client information held are 
stored for 15 days maximum and after are automatically overridden. 
  
Personal Data collected by video surveillance systems of non-public premises will be stored for a period of 30 days, in case of premises 
that fall under Payment Card Industry (PCI) requirements, will be stored for 90 days. 
 
Transfer of personal data to third country /international organization 
We do not transfer your personal data to third country /international organization. 
 
Automated decision making including profiling 
We do not provide automated decision-making including profiling.  
 
Data Controller and Data Protection Officer  
 
The Company, as the Data Controller, can be contacted via email at the address: CE_DPO@nexigroup.com 
  
We have appointed a Data Protection Officer (DPO) of the Company who is responsible for overseeing questions in relation to this 
privacy notice and can be contacted at the following email address: CE_DPO@nexigroup.com 
or on address of the company Röntgenova 1, PO Box 79, Bratislava, with specifying “to hands of Data Protection Officer” at envelope.  
 

Privacy Rights 

You have the right to access, rectify or delete the data stored by the Company that concerns you, as well as the right to object to, or 

limit, certain types of processing (including the right to revoke consent to the processing previously granted), as well as to be sent 

the personal data concerning you in a structured, commonly used format readable using an automatic device (right to data 

portability). Finally, you have the right to lodge a complaint with a competent Supervisory Authority. Individual rights requests should 

be referred to following email address: CE_DPO@nexigroup.com. 
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